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Defense Acquisition Regulations System, DoD 252.246–7007 

Warranty repair source means the organiza-
tion specified by a warranty guarantor for 
receiving and managing warranty items that 
are returned by a customer. 

Warranty tracking means the ability to 
trace a warranted item from delivery 
through completion of the effectivity of the 
warranty. 

(b) Reporting of data for warranty tracking 
and administration. The Contractor shall pro-
vide all information required by Attachment 
ll, Warranty Tracking Information on 
each contract line item number, subline 
item number, or exhibit line item number 
for warranted items. The Contractor shall 
provide all information required by Attach-
ment ll, Warranty Repair Source Instruc-
tions, prior to, but not later than when the 
warranted items are presented for receipt 
and/or acceptance. The ‘‘Warranty Item 
Unique Item Identifier’’ data category may 
also be completed in conjunction with At-
tachment ll, Warranty Repair Source In-
structions. Information required in the war-
ranty attachment shall include such infor-
mation as duration, enterprise, enterprise 
identifier, first use, fixed expiration, instal-
lation, issuing agency, item type, starting 
event, serialized item, unique item identi-
fier, usage, warranty administrator, war-
ranty guarantor, warranty repair source, and 
warranty tracking. The Contractor shall 
submit the data for warranty tracking to the 
Contracting Officer with a copy to the re-
quiring activity and the Contracting Officer 
Representative. 

(c) Reservation of rights. The terms of this 
clause shall not be construed to limit the 
Government’s rights or remedies under any 
other contract clause. 

(End of clause) 

[76 FR 33170, June 8, 2011, as amended at 79 
FR 17450, Mar. 28, 2014] 

252.246–7007 Contractor Counterfeit 
Electronic Part Detection and 
Avoidance System. 

As prescribed in 246.870–3, use the fol-
lowing clause: 

CONTRACTOR COUNTERFEIT ELECTRONIC PART 
DETECTION AND AVOIDANCE SYSTEM (MAY 
2014) 

The following paragraphs (a) through (e) of 
this clause do not apply unless the Con-
tractor is subject to the Cost Accounting 
Standards under 41 U.S.C. chapter 15, as im-
plemented in regulations found at 48 CFR 
9903.201–1. 

(a) Definitions. As used in this clause— 
Counterfeit electronic part means an unlaw-

ful or unauthorized reproduction, substi-
tution, or alteration that has been know-
ingly mismarked, misidentified, or otherwise 

misrepresented to be an authentic, unmodi-
fied electronic part from the original manu-
facturer, or a source with the express writ-
ten authority of the original manufacturer 
or current design activity, including an au-
thorized aftermarket manufacturer. Unlaw-
ful or unauthorized substitution includes 
used electronic parts represented as new, or 
the false identification of grade, serial num-
ber, lot number, date code, or performance 
characteristics. 

Electronic part means an integrated circuit, 
a discrete electronic component (including, 
but not limited to, a transistor, capacitor, 
resistor, or diode), or a circuit assembly (sec-
tion 818(f)(2) of Pub. L. 112–81). The term 
‘‘electronic part’’ includes any embedded 
software or firmware. 

Obsolete electronic part means an electronic 
part that is no longer in production by the 
original manufacturer or an aftermarket 
manufacturer that has been provided express 
written authorization from the current de-
sign activity or original manufacturer. 

Suspect counterfeit electronic part means an 
electronic part for which credible evidence 
(including, but not limited to, visual inspec-
tion or testing) provides reasonable doubt 
that the electronic part is authentic. 

(b) Acceptable counterfeit electronic part de-
tection and avoidance system. The Contractor 
shall establish and maintain an acceptable 
counterfeit electronic part detection and 
avoidance system. Failure to maintain an 
acceptable counterfeit electronic part detec-
tion and avoidance system, as defined in this 
clause, may result in disapproval of the pur-
chasing system by the Contracting Officer 
and/or withholding of payments. 

(c) System criteria. A counterfeit electronic 
part detection and avoidance system shall 
include risk-based policies and procedures 
that address, at a minimum, the following 
areas: 

(1) The training of personnel. 
(2) The inspection and testing of electronic 

parts, including criteria for acceptance and 
rejection. Tests and inspections shall be per-
formed in accordance with accepted 
Government- and industry-recognized tech-
niques. Selection of tests and inspections 
shall be based on minimizing risk to the 
Government. Determination of risk shall be 
based on the assessed probability of receiv-
ing a counterfeit electronic part; the prob-
ability that the inspection or test selected 
will detect a counterfeit electronic part; and 
the potential negative consequences of a 
counterfeit electronic part being installed 
(e.g., human safety, mission success) where 
such consequences are made known to the 
Contractor. 

(3) Processes to abolish counterfeit parts 
proliferation. 

(4) Processes for maintaining electronic 
part traceability (e.g., item unique identi-
fication) that enable tracking of the supply 
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48 CFR Ch. 2 (10–1–14 Edition) 252.247–7000 

chain back to the original manufacturer, 
whether the electronic parts are supplied as 
discrete electronic parts or are contained in 
assemblies. This traceability process shall 
include certification and traceability docu-
mentation developed by manufacturers in 
accordance with Government and industry 
standards; clear identification of the name 
and location of supply chain intermediaries 
from the manufacturer to the direct source 
of the product for the seller; and where avail-
able, the manufacturer’s batch identification 
for the electronic part(s), such as date codes, 
lot codes, or serial numbers. If IUID marking 
is selected as a traceability mechanism, its 
usage shall comply with the item marking 
requirements of 252.211–7003, Item Unique 
Identification and Valuation. 

(5) Use of suppliers that are the original 
manufacturer, or sources with the express 
written authority of the original manufac-
turer or current design activity, including an 
authorized aftermarket manufacturer or sup-
pliers that obtain parts exclusively from one 
or more of these sources. When parts are not 
available from any of these sources, use of 
suppliers that meet applicable counterfeit 
detection and avoidance system criteria. 

(6) Reporting and quarantining of counter-
feit electronic parts and suspect counterfeit 
electronic parts. Reporting is required to the 
Contracting Officer and to the Government- 
Industry Data Exchange Program (GIDEP) 
when the Contractor becomes aware of, or 
has reason to suspect that, any electronic 
part or end item, component, part, or assem-
bly containing electronic parts purchased by 
the DoD, or purchased by a Contractor for 
delivery to, or on behalf of, the DoD, con-
tains counterfeit electronic parts or suspect 
counterfeit electronic parts. Counterfeit 
electronic parts and suspect counterfeit elec-
tronic parts shall not be returned to the sell-
er or otherwise returned to the supply chain 
until such time that the parts are deter-
mined to be authentic. 

(7) Methodologies to identify suspect coun-
terfeit parts and to rapidly determine if a 
suspect counterfeit part is, in fact, counter-
feit. 

(8) Design, operation, and maintenance of 
systems to detect and avoid counterfeit elec-
tronic parts and suspect counterfeit elec-
tronic parts. The Contractor may elect to 
use current Government- or industry-recog-
nized standards to meet this requirement. 

(9) Flowdown of counterfeit detection and 
avoidance requirements, including applicable 
system criteria provided herein, to sub-
contractors at all levels in the supply chain 
that are responsible for buying or selling 
electronic parts or assemblies containing 
electronic parts, or for performing authen-
tication testing. 

(10) Process for keeping continually in-
formed of current counterfeiting information 
and trends, including detection and avoid-

ance techniques contained in appropriate in-
dustry standards, and using such informa-
tion and techniques for continuously upgrad-
ing internal processes. 

(11) Process for screening GIDEP reports 
and other credible sources of counterfeiting 
information to avoid the purchase or use of 
counterfeit electronic parts. 

(12) Control of obsolete electronic parts in 
order to maximize the availability and use of 
authentic, originally designed, and qualified 
electronic parts throughout the product’s 
life cycle. 

(d) Government review and evaluation of 
the Contractor’s policies and procedures will 
be accomplished as part of the evaluation of 
the Contractor’s purchasing system in ac-
cordance with 252.244–7001, Contractor Pur-
chasing System Administration—Basic, or 
Contractor Purchasing System Administra-
tion—Alternate I. 

(e) The Contractor shall include the sub-
stance of this clause, including paragraphs 
(a) through (e), in subcontracts, including 
subcontracts for commercial items, for elec-
tronic parts or assemblies containing elec-
tronic parts. 

(End of clause) 

[79 FR 26108, May 6, 2014] 

252.247–7000 Hardship conditions. 

As prescribed in 247.270–4(a), use the 
following clause: 

HARDSHIP CONDITIONS (AUG 2000) 

(a) If the Contractor finds unusual ship, 
dock, or cargo conditions associated with 
loading or unloading a particular cargo, that 
will work a hardship on the Contractor if 
loaded or unloaded at the basic commodity 
rates, the Contractor shall— 

(1) Notify the Contracting Officer before 
performing the work, if feasible, but no later 
than the vessel sailing time; and 

(2) Submit any associated request for price 
adjustment to the Contracting Officer within 
10 working days of the vessel sailing time. 

(b) Unusual conditions include, but are not 
limited to, inaccessibility of place of stow-
age to the ship’s cargo gear, side port oper-
ations, and small quantities of cargo in any 
one hatch. 

(c) The Contracting Officer will investigate 
the conditions promptly after receiving the 
notice. If the Contracting Officer finds that 
the conditions are unusual and do materially 
affect the cost of loading or unloading, the 
Contracting Officer will authorize payment 
at the applicable man-hour rates set forth in 
the schedule of rates of this contract. 
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